
 Whistleblower Policy 

 Purpose:  This policy exists to encourage the repor�ng of corrupt, illegal or other 
 undesirable conduct at MIC under the Whistleblower Protec�on Regime. 

 This policy outlines how individuals can make disclosures about such conduct 
 appropriately, and how MIC will protect the iden�ty of those individuals and 
 ensure they are protected from detrimental consequences. 

 Scope:  MIC’s Board, Officers, Employees, Contractors and Service Providers, Other 
 Persons associated with the school, including students and parents and 
 third-party providers. 

 Status:  Dra�  Supersedes:  PreviousPolicy 

 Authorised by:  Board Chair  Date of Authorisa�on:  23.09.24 

 References:  ●  Corpora�ons Act 2001  (Cth) 
 ●  Taxa�on Administra�on Act 1953  (Cth) 
 ●  Treasury  Laws  Amendment  (Enhancing  Whistleblower  Protec�ons  )  Act 

 2019  (Cth) 
 ●  Australian  Standard  AS8004-2003  Whistleblower  Protec�on  Program 

 for En��es  (  repealed) 

 Review Date:  Regularly to remain an effec�ve 
 policy as policy is mandatory as at 1 
 January 2020 

 Next Review Date:  September 2025 

 Policy Owner:  College Governing Body 
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 Defini�ons 
 Whistleblower Protec�on Regime – what is it? 

 The Whistleblower Protec�on Regime is a regime contained in Part 9.4AAA of the Corpora�ons Act. 
 The regime contains protec�ons for individuals who disclose informa�on regarding suspected 
 wrongdoing or misconduct within an en�ty where certain requirements are met. The regime applies 
 to all Australian corpora�ons. 

 Eligible Whistleblower  1  – Who qualifies for protec�on? 

 An  individual  is  an  Eligible  Whistleblower  if  she  or  he  has,  or  has  had,  a  rela�onship  with  MIC.  This 
 rela�onship  includes  an  individual  being:  an  officer  or  employee  of  MIC,  a  supplier  of  services  or 
 goods  to  MIC  (whether  unpaid  or  paid  (including  volunteers)),  an  employee  of  a  person  that  supplies 
 services  or  goods  to  MIC,  an  associate  of  MIC  2  ,  and  a  rela�ve,  spouse,  and  dependant  of  any  of  these 
 individuals. 

 Disclosable Ma�er  3  – What kind of disclosures can  be made under this policy? 

 A Disclosable Ma�er means informa�on based on which an Eligible Whistleblower has reasonable 
 grounds to suspect: 

 ●  misconduct (including fraud, negligence, default, breach of trust and breach of duty) or an 
 improper state of affairs or circumstances in rela�on to MIC and if MIC is a Company Limited 
 by Guarantee, a related body corporate of MIC; 

 ●  that the informa�on indicates that MIC, or an officer or employee of MIC, and if MIC is a CLG, 
 a related body corporate of MIC or an officer or employee of a related body corporate, has 
 engaged in conduct that: 

 o  is an offence against, or contraven�on of, a provision of the Corpora�ons Act or the 
 Australian Securi�es and Investments Commission Act 2001  (Cth); 

 o  is an offence against any other law of the Commonwealth that is punishable by 
 imprisonment for a period of 12 months or more; 

 o  represents a danger to the public or the financial system. 

 A Disclosable Ma�er  does not  include a  Personal Work  Grievance  .  A Personal Work Grievance has 
 the same meaning as "personal work-related grievance" as defined in the Corpora�ons Act which, at 
 the date of this policy, means informa�on disclosed rela�ng to the discloser if: 

 3  Corpora�ons Act 2001 (Cth), sec�on 1317AA (2) (4) (5) 

 2  Within the meaning of "Associate" given by sec�ons 10 to 17 of the Corpora�ons Act which will generally 
 include a director or secretary, a related body corporate and a director or secretary of a related body 
 corporate. 

 1  Corpora�ons Act 2001 (Cth), sec�on 1317AAA 
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 ●  the informa�on concerns a grievance about any ma�er in rela�on to the discloser's 
 employment, or former employment having (or tending to have) implica�ons for the 
 discloser personally; and 

 ●  the informa�on does not: 
 o  have significant implica�ons for MIC; and 
 o  does not concern a Disclosable Ma�er. 

 Eligible Recipients  4  – To whom can a disclosure be  made? 

 Each of the following is an Eligible Recipient in rela�on to MIC: 

 ●  an officer or senior manager of MIC (or, if MIC is a CLG, an officer or senior manager of a 
 related body corporate of MIC); 

 ●  the auditor or member of an audit team conduc�ng an audit of MIC (or if MIC is a CLG, of a 
 related body corporate of MIC); 

 ●  a person authorised by MIC to receive disclosures that may qualify for protec�on under the 
 Corpora�ons Act, such as the Whistleblower Protec�on Officer. 

 Detriment  5 

 Detriment refers to unfair ac�on or treatment of an Eligible Whistleblower and includes the 
 following: 

 •  dismissal of an employee; 
 •  injury of an employee in their employment; 
 •  altera�on of an employee’s posi�on or du�es to their disadvantage; 
 •  discrimina�on between an employee and other employees of the same employer; 
 •  harassment or in�mida�on of a person; 
 •  harm or injury to a person, including psychological harm; 
 •  damage to a person’s property; 
 •  damage to a person’s reputa�on; 
 •  damage to a person’s business or financial posi�on; 
 •  any other damage to a person. 

 Policy Statement 
 MIC is commi�ed to maintaining and promo�ng high standards of integrity, governance and ethical 
 behaviour within the organisa�on by people at all levels, star�ng with the governing body, the 
 principal, senior management and all other persons employed or engaged by MIC. 

 MIC is commi�ed to: 

 ●  opera�ng legally, and in accordance with all applicable laws and prac�ces; 
 ●  properly, in accordance with all organisa�onal policy and procedures; and 
 ●  ethically, in accordance with MIC's values and vision. 

 All MIC employees and associates have a responsibility to help detect, prevent and report instances 
 of suspicious ac�vity or wrongdoing. Therefore, MIC encourages the repor�ng of suspected 
 misconduct to the Whistleblower Protec�on Officer in accordance with this policy. 

 5  Corpora�ons Act 2001 (Cth), sec�on 1317ADA. 

 4  Corpora�ons Act 2001 (Cth), sec�on 1317AAC (3). 
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 The responsibili�es of the Whistleblower Protec�on Officer and Whistleblower Inves�ga�ons Officer 
 do not reside in the same person. They operate, and should be seen and understood to operate, 
 independently of each other and should act in such a way that they discharge the two quite separate 
 func�ons independently of each other. Training of these posi�ons is provided to ensure awareness of 
 the officer holders' obliga�ons and responsibili�es. 

 When the protec�ons apply 

 An individual is eligible for protec�on as a whistleblower under the Whistleblower Protec�on Regime 
 in rela�on to a disclosure of informa�on if: 

 1.  he is or she is an  Eligible Whistleblower  ; and 
 2.  the disclosure is made to an  Eligible Recipient  ; and 
 3.  the disclosure concerns a  Disclosable Ma�er  . 

 A disclosure made to a legal prac��oner (e.g. a lawyer) for the purpose of obtaining legal advice or 
 legal representa�on in rela�on to opera�on of the Whistleblower Protec�on Regime under the 
 Corpora�ons Act will also be protected  6  . 

 In certain circumstances, the Whistleblower Protec�on Regime allows Eligible Whistleblowers to 
 make disclosures to professional journalists and members of parliament  7  . These are called 
 “emergency disclosures” and “public interest disclosures”.  Strict condi�ons apply in order for such a 
 disclosure to qualify for protec�on  8  . 

 Public interest disclosure 

 An individual will be protected under the Whistleblower Protec�on Regime if they make a "public 
 interest disclosure" that meets the following condi�ons: 

 ●  the individual is an Eligible Whistleblower and makes an ini�al disclosure which meets the 
 requirements in items 1 to 3 above in rela�on to MIC; 

 ●  90 days has passed since the first disclosure was made; 
 ●  the individual does not have reasonable grounds to believe that ac�on is being, or has been, 

 taken to address the ma�ers to which the previous disclosure related; 
 ●  the individual has reasonable grounds to believe that making a further disclosure of the 

 informa�on would be in the public interest; 
 ●  a�er at least 90 days from when the first disclosure was made, the individual gives to the 

 person to whom the first disclosure was made wri�en no�ce that: 
 o  includes sufficient informa�on to iden�fy the first disclosure; and 
 o  states that the individual intends to make a public interest disclosure; 

 ●  the individual makes the second disclosure to: 
 o  a member of parliament (either of the Commonwealth or State); or 

 8  Corpora�ons Act 2001 (Cth), sec�on 1317AAD 

 7  Corpora�ons Act 2001 (Cth), sec�on 1317AAD (3) 

 6  Corpora�ons Act 2001 (Cth), sec�on 1317AA (2) 
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 o  a journalist (meaning a person who is working in a professional capacity as a 
 journalist for a newspaper, magazine, radio or television broadcas�ng service, or an 
 electronic service which is operated on a commercial basis or by a body that 
 provides a na�onal broadcas�ng service and which is similar to a newspaper, 
 magazine or radio or television broadcast); and 

 ●  the extent of the informa�on disclosed by the individual in making the public interest 
 disclosure is no greater than is necessary to inform the recipient of the Disclosable Ma�er. 

 Emergency disclosure 

 An individual will be protected under the Whistleblower Protec�on Regime if they make an 
 "emergency disclosure" that meets the following condi�ons: 

 ●  the individual is an Eligible Whistleblower and makes an ini�al disclosure which meets the 
 requirements in items 1 to 3 above in rela�on to MIC; 

 ●  the individual has reasonable grounds to believe that the informa�on concerns a substan�al 
 and imminent danger to: 

 o  the health and safety of one or more persons; or 
 o  the natural environment; 

 ●  the individual gives to the person to whom the first disclosure was made wri�en no�ce that: 
 o  includes sufficient informa�on to iden�fy the first disclosure; and 
 o  states that the individual intends to make an emergency disclosure; and 

 ●  the individual makes the second disclosure to: 
 o  a member of parliament (either of the Commonwealth or State); or 
 o  a journalist (meaning a person who is working in a professional capacity as a 

 journalist for a newspaper, magazine, radio or television broadcas�ng service, or an 
 electronic service which is operated on a commercial basis or by a body that 
 provides a na�onal broadcas�ng service and which is similar to a newspaper, 
 magazine or radio or television broadcast); and 

 ●  the extent of the informa�on disclosed by the individual in making the emergency disclosure 
 is no greater than necessary to inform the recipient of the substan�al and imminent danger. 

 How to make a report 
 MIC is commi�ed to providing a safe, reliable and confiden�al way of repor�ng any Disclosable 
 Ma�ers. 

 A report may be made verbally, including via telephone, or in wri�ng, including by email. 

 The report should include details of: the nature of the allega�on(s), the individuals involved, the key 
 facts on which the person making the report has formed the view that a Disclosable Ma�er exists 
 and involves the individual or individuals named in the report, and the nature and whereabouts of 
 any addi�onal evidence that substan�ates the allega�on(s). 

 Reports will be treated confiden�ally. 

 ●  The telephone numbers listed below will be manned only by Eligible Recipients and numbers 
 will not be recorded.  Individuals may also send text messages to the telephone numbers 
 listed below.  If you wish to remain anonymous, any text messages should be sent from a 
 number that is not known to MIC. 

 ●  Wri�en reports sent to the email addresses listed below will only be accessible by Eligible 
 Recipients and password protected. If a reporter wishes to remain anonymous, any emails 
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 should be sent from an email address that is unknown to MIC and which does not iden�fy 
 the reporter. 

 Whistleblower Protec�on Officer 
 The Board Chair is appointed as a Whistleblower Protec�on Officer who safeguards the interests and 
 iden�ty of the eligible whistleblower in terms of this policy and any applicable legisla�on and any 
 employment policies, as limited by law. 

 The Whistleblower Protec�on Officer will have direct, unfe�ered access to independent financial, 
 legal and opera�onal advisers as required. 

 The Whistleblower Protec�on Officer can be contacted by the following means: 

 ●  board.chair@mic.qld.edu.au 
 ●  07 5442 3807 

 Whistleblower Inves�ga�ons Officer 
 The COO  is appointed as MIC Whistleblower Inves�ga�ons Officer. Their responsibility is to 
 inves�gate the disclosure and prepare a report as required under this policy. 

 The Whistleblower Inves�ga�ons Officer can be contacted by the following means: 

 ●  coo@mic.qld.edu.au 
 ●  07 5442 3807 

 Auditor of MIC 

 Reports can also be made to MIC's auditor, or a member of the audit team. 

 MIC's auditor can be contacted by the following means: 

 ●  Cole School Experts 
 ●  1300 123 404 

 The Whistleblower Protec�on Officer and the Whistleblower Inves�ga�ons Officer will report to the 
 next repor�ng line e.g. the principal or deputy principal. If this line of repor�ng is affected by the 
 Disclosable Ma�er, then the ma�er would be referred to the Principal or Chair of the Board. 

 An assessment will then be made regarding whether the report qualifies for protec�on under the 
 Whistleblower Protec�on Regime and if a formal, in-depth inves�ga�on is required. 

 Anonymous repor�ng 

 Whilst the iden�ty of a reporter will enable the Eligible Recipients and Whistleblower Protec�on 
 Officer to have ongoing communica�on with a reporter (which will likely assist in the inves�ga�on), 
 reporters may remain anonymous.  If a reporter wishes to remain anonymous, they should maintain 
 ongoing two-way communica�on with the Whistleblower Protec�on Officer so that the officer can 
 ask follow-up ques�ons or provide feedback without knowing the reporter's iden�ty. 

 MIC will protect the anonymity of a reporter by communica�ng via an anonymous phone number or 
 email address and allowing the reporter to adopt a pseudonym for the purposes of the disclosure 
 and inves�ga�on. 

 Importantly, disclosures made anonymously will s�ll be protected under the Whistleblower 
 Protec�on Regime. 
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 False reports 

 At MIC, an Eligible Whistleblower will not be disadvantaged by making a report unless the report is 
 knowingly false. If the report is false, this will be taken as a serious ma�er and the reporter will be 
 subject to disciplinary proceedings as per employment policies. 

 Inves�ga�on 
 MIC will inves�gate all ma�ers reported pursuant to this policy as soon as prac�cable once a report 
 has been received and within 7 days of a report being received. 

 The purpose of the inves�ga�on is to determine whether or not the reported concerns or allega�ons 
 are substan�ated, with a view to rec�fying any wrongdoing uncovered to the extent that this is 
 prac�cable in all the circumstances. 

 The inves�ga�on will be thorough, objec�ve, fair and independent of the reporter and anyone who is 
 implicated in the Disclosable Ma�er. This includes inves�ga�ng without bias and any person 
 implicated in the Disclosable Ma�er will have a right to respond. 

 The reporter (where possible, having regard to the reporter's request for anonymity) will be kept 
 informed of the outcomes of the inves�ga�on arising from their report, subject to considera�ons of 
 the privacy of anyone who is the subject of the Disclosable Ma�er and confiden�ality requirements. 
 Any reporter who is not an employee must first agree in wri�ng that they will maintain the strict 
 confiden�ality of the report and the substance of the report and the inves�ga�on before they can be 
 kept informed of the inves�ga�on. 

 Inves�ga�on processes will vary depending on the precise nature of the ma�er being inves�gated 
 but will generally proceed as follows: 

 ●  With the consent of the reporter, the Eligible Recipient will inform the Whistleblower 
 Protec�on Officer of the report. If the Eligible Recipient determines that this is not 
 appropriate (for example, the informa�on relates to the Whistleblower Protec�on Officer or 
 the Whistleblower Inves�ga�ons Officer) they will inform another appropriate, responsible 
 individual e.g. Principal or chair of the Board. 

 ●  The Whistleblower Protec�on Officer will appoint the Whistleblower Inves�ga�ons Officer 
 or, if the Whistleblower Protec�on Officer determines that this is not appropriate (for 
 example, the informa�on relates to the Whistleblower Inves�ga�ons Officer), they will 
 inform another appropriate, responsible individual. 

 ●  The Whistleblower Inves�ga�ons Officer (or other person appointed to inves�gate the 
 report) will be required to no�fy the Board of MIC in order to commence the inves�ga�on. 
 The iden�ty of the reporter will be protected if required by the reporter. 

 ●  Where appropriate, MIC may, in its discre�on, provide a reporter with feedback regarding 
 the inves�ga�ons and outcome. 

 ●  An inves�ga�on will be conducted in a fair and objec�ve manner, as is reasonable and having 
 regard to the nature of the ma�er reported, the report made and any relevant 
 circumstances. 

 ●  The enquiries made, and the process of the inves�ga�on will be determined by the 
 individual/s conduc�ng the inves�ga�on having regard to the nature and substance of the 
 report.  This may include the inves�ga�on being undertaken internally or the appointment of 
 an independent third party. 
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 ●  If a report is not made anonymously, or the reporter has otherwise provided a means of 
 contact, the Whistleblower Protec�on Officer will be in contact with the reporter to discuss 
 the inves�ga�on process including who may be contacted during the process and other 
 ma�ers relevant to the inves�ga�on. 

 ●  If the report is made anonymously, and the reporter does not provide a means by which they 
 may be contacted, the inves�ga�on will be conducted based solely on the content of the 
 report. 

 ●  Throughout the inves�ga�on: 
 o  All informa�on obtained will be properly secured to prevent unauthorised access 

 and disclosure in accordance with this policy; 
 o  All relevant witnesses will be interviewed, and documents examined; 
 o  The iden�ty of any individuals named or implicated in the reported conduct will be 

 kept confiden�al; 
 o  Witnesses will be directed not to draw inferences regarding the iden�ty of any 

 individuals involved in any alleged misconduct based on the substance of the 
 ques�ons asked; 

 o  Notes will be made of all discussions, phone calls and interviews; 
 o  Without the reporter's consent, MIC cannot disclose informa�on that is likely to lead 

 to iden�fica�on of the reporter as part of its inves�ga�on process, unless: 
 ▪  the informa�on does not include the reporter's iden�ty; 
 ▪  MIC removes informa�on rela�ng to the reporter's iden�ty or other 

 informa�on that is likely to lead to the iden�fica�on of the reporter (e.g. 
 name, posi�on, �tle, other iden�fying details); or 

 ▪  the disclosure is authorised under the Whistleblower Protec�on Regime (for 
 example, the disclosure is made to ASIC, APRA, the AFP or a legal 
 prac��oner for the purpose of obtaining legal advice or legal representa�on 
 in rela�on to the opera�on of the Whistleblower Protec�on Regime); 

 ▪  it is reasonably necessary for the inves�ga�on of the issues raised in the 
 disclosure. 

 ●  If the reporter has provided contact details or means by which they may be contacted, MIC 
 will provide the reporter with regular updates.  The frequency and �meframe of updates will 
 vary depending on the subject ma�er of the report. 

 ●  The Board of MIC will ensure that the inves�ga�on is completed within a reasonable �me 
 depending on the circumstances and within no more than 90 days of the commencement of 
 the inves�ga�on, subject to extraordinary circumstances jus�fying extension beyond this 
 �me. 

 ●  A reporter who makes an anonymous report may choose to remain anonymous while 
 making a report, over the course of the inves�ga�on and a�er the inves�ga�on is finalised. 
 Accordingly, a reporter can refuse to answer ques�ons that they feel could reveal their 
 iden�ty at any �me. 

 ●  The inves�ga�on process may be subject to some limita�ons, including that MIC  may not be 
 able to undertake an inves�ga�on if it is not able to iden�fy the reporter; for example, if a 
 report is made anonymously and the reporter has refused to provide, or has not provided, a 
 means of contact for any further ques�ons or follow up which MIC may need as part of the 
 inves�ga�on. 
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 ●  At the conclusion of the inves�ga�on, the Whistleblower Inves�ga�ons Officer (or other 
 person appointed to conduct the inves�ga�on) will prepare a report for the Board of MIC 
 which will include: 

 o  the allega�ons; 
 o  a statement of all relevant findings of fact and the evidence gathered and upon 

 which conclusions have been based; 
 o  the conclusions reached, including the damage caused, if any, and the impact on MIC 

 and any other affected par�es; 
 o  recommenda�ons, based on the report's conclusions, to address any wrongdoing 

 iden�fied and any other ma�ers that arose during the inves�ga�on. 
 ●  The report will be provided to the Board of MIC and the reporter (if possible), with any 

 applicable confiden�ality s�pula�ons. 

 Ensuring fair treatment of employees who are men�oned in reports 

 To ensure that employees who are men�oned in reports are treated fairly, MIC will ensure that the 
 principles of natural jus�ce are adhered to throughout the inves�ga�on process whilst maintaining 
 the protec�on of Eligible Whistleblowers. For example, MIC will ensure that employees named in the 
 reports are provided with details of any allega�ons made against them along with any relevant 
 evidence substan�a�ng those allega�ons and affording them a right to respond to the allega�ons. 

 Protec�on of Eligible Whistleblowers 
 To encourage repor�ng, MIC is commi�ed to ensuring the confiden�ality of all ma�ers raised under 
 this policy and the protec�on and fair treatment of those who make a report and those named or 
 implicated in a report during the inves�ga�on process. 

 Eligible Whistleblowers will be protected as follows: 

 Protec�on against detrimental treatment 

 MIC will not tolerate or permit a person within MIC to: 
 ●  engage in conduct that causes Detriment to a reporter (or another person) in rela�on to a 

 report, if: 
 o  the person believes or suspects that the reporter (or another person) made, might 

 have made, proposed to make or could make a report that qualifies for protec�on; 
 and 

 o  the belief or suspicion is the reason, or part of the reason, for the conduct; 
 ●  make a threat (whether express or implied, condi�onal or uncondi�onal) to cause Detriment 

 to a reporter (or another person) in rela�on to a report. 

 Detrimental treatment includes dismissal, demo�on, harassment, discrimina�on, bullying, 
 disciplinary ac�on, threats, bias or other unfavourable treatment connected with making a report 
 under this policy.  Detrimental treatment does not include things like genuine performance 
 management or the genuine exercise of legal rights against a person. 

 If a reporter is subjected to detrimental treatment as a result of making a report under this policy, 
 they should immediately inform the Whistleblower Protec�on Officer or other individual handling 
 the report. 
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 Protec�on of the reporter's iden�ty and confiden�ality 

 Subject to any legal requirements, on receiving a report under this policy, MIC will only share a 
 reporter's iden�ty as a whistleblower or informa�on likely to iden�fy a reporter if: 

 ●  the reporter consents; 
 ●  the report is made to ASIC, APRA or the Australian Federal Police; or 
 ●  the concern is raised with a lawyer for the purpose of obtaining legal advice or 

 representa�on. 
 Any disclosures of a reporter's iden�ty or informa�on likely to reveal a reporter's iden�ty will be 
 made on a strictly confiden�al basis. 

 MIC will protect the confiden�ality of a reporter by: 
 ●  reducing the risk that the reporter will be iden�fied from the informa�on contained in the 

 disclosure by: 
 o  redac�ng all personal informa�on or reference to the iden�ty of the reporter 

 witnessing an event; 
 o  referring to the reporter in gender-neutral terms; 
 o  contac�ng the reporter to help iden�fy certain aspects of the disclosure that could 

 inadvertently iden�fy them; and 
 o  ensuring that disclosures are handled and inves�gated by qualified individuals. 

 ●  ensuring that its record-keeping and informa�on sharing processes are adequate to ensure 
 the protec�on of a reporter's iden�ty, such as by: 

 o  storing all records securely; 
 o  ensuring access to all records and informa�on rela�ng to the disclosure is limited to 

 those directly involved in managing and inves�ga�ng the disclosure; 
 o  ensuring that only a restricted number of individuals directly involved in the handling 

 and inves�ga�on of a disclosure will be aware of the reporter's iden�ty (subject to 
 the reporter's consent) or informa�on which may iden�fy the reporter; 

 o  ensuring that material rela�ng to the ma�er will not be sent to an email address or 
 le� in a situa�on (such as at a communal printer) that can be accessed by other 
 individuals; and 

 o  reminding all individuals involved in the handling and inves�ga�on of a ma�er are 
 regularly reminded of their confiden�ality requirements, including that in the 
 circumstances that apply under the Whistleblower Protec�on Regime, the 
 unauthorised disclosure of an individual’s iden�ty may be a criminal offence. 

 Protec�on of files and records 

 In order to protect the reporter and any individual named or implicated in a report, MIC will ensure 
 that all files and records created from an inves�ga�on arising from a report made under this policy 
 will be stored safely and securely and will be appropriately protected having regard to whether the 
 records are stored in electronic form or in paper copy. 

 This will be achieved by: 

 ●  If the files are electronic – ensuring that the system is adequately protected by password 
 protec�on or encryp�on, and the files and records are stored on secure data storage systems 
 and accessible only by authorised individuals involved with the inves�ga�on or with 
 sufficient security clearance; 
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 ●  If the files are hard copy – ensuring that the files are stored in locked storage and that the 
 keys to the storage are kept safely and securely in a loca�on only known to authorised 
 individuals involved with the inves�ga�on or with sufficient security clearance. 

 Protec�ons under the Corpora�ons Act 

 In addi�on to the above internal mechanisms to protect a reporter, the Corpora�ons Act contains 
 special protec�ons for Eligible Whistleblowers if the condi�ons in condi�ons 1,2 and 3 in the sec�on 
 of this policy headed "When the protec�ons apply" are met.  These special protec�ons are: 

 ●  the Eligible Whistleblower is immune from any civil, criminal or administra�ve legal ac�on 
 (including disciplinary ac�on) for making the disclosure; 

 ●  no contractual or other remedy may be enforced, and no contractual or other right may be 
 exercised against the Eligible Whistleblower for making the disclosure; 

 ●  in some circumstances, the disclosed informa�on is not admissible against the Eligible 
 Whistleblower in criminal proceedings or in proceedings for the imposi�on of a penalty  9  ; 

 ●  anyone who causes or threatens to cause Detriment to an Eligible Whistleblower or another 
 person in the belief or suspicion that a report has been made, or may have been made, 
 proposes to or could be made, may be guilty of an offence and may be liable for damages; 

 ●  an Eligible Whistleblower’s iden�ty cannot be disclosed to a court or tribunal except where 
 considered necessary; and 

 ●  the person receiving the report commits an offence if they disclose the Eligible 
 Whistleblower’s iden�ty or informa�on that is likely to lead to the iden�fica�on of the 
 Eligible Whistleblower, without the Eligible Whistleblower’s consent, to anyone except: 

 o  ASIC; 
 o  APRA; 
 o  the Australian Federal Police (AFP); or 
 o  a legal prac��oner for the purpose of obtaining legal advice or representa�on in 

 rela�on to the disclosure. 

 However, these protec�ons  do not  grant immunity for  any misconduct that an Eligible Whistleblower 
 has engaged in that is revealed in their disclosure. 

 MIC will ensure that Eligible Whistleblowers are protected against Detriment by: 
 ●  undertaking an assessment of the risk of Detriment against the Eligible Whistleblower and 

 other persons (e.g. other personnel who may be suspected to have made a disclosure) as 
 soon as possible a�er receiving the disclosure; 

 ●  where possible, providing support services to the Eligible Whistleblower e.g. counselling 
 sessions, to assist the Whistleblower to minimise and manage stress; 

 ●  where possible, engaging with the Eligible Whistleblower to assist in providing or iden�fying 
 strategies to minimise and manage �me or performance impacts or other challenges 
 resul�ng from the disclosure or the inves�ga�on, such as by providing other modifica�ons 
 for the Eligible Whistleblower to con�nue to work e.g. reassignment to another role, changes 
 to their role or the way they perform their du�es; 

 ●  ensuring MIC's management is aware of their responsibili�es to maintain the confiden�ality 
 of a report, address the risks of isola�on or harassment, manage conflicts and ensure 
 fairness when managing the performance of, or taking other management ac�on rela�ng to, 
 an Eligible Whistleblower; 

 ●  informing the Eligible Whistleblower that they can lodge a complaint with MIC via the 
 Whistleblower Protec�on Officer if they have suffered a Detriment in accordance with MIC's 

 9  For example, where the disclosure has been made to ASIC or APRA, or where it qualifies as a public interest 
 disclosure or emergency disclosure. 
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 complaints policy.  Any complaint will be taken seriously and dealt with by MIC in accordance 
 with that policy. 

 Confiden�ality of a report made under the Corpora�ons Act 

 If a disclosure is made, the iden�ty of the Eligible Whistleblower must be kept confiden�al unless 
 one of the following excep�ons arises: 

 ●  the Eligible Whistleblower consents to the disclosure of their iden�ty; 
 ●  disclosure of details that might reveal the Eligible Whistleblower's iden�ty is reasonably 

 necessary for the effec�ve inves�ga�on of the Disclosable Ma�er; 
 ●  the concern is reported to ASIC, APRA or the Australian Federal Police (AFP); or 
 ●  the disclosure is made to a legal prac��oner for the purpose of obtaining legal advice or 

 representa�on in rela�on to the opera�on of the Whistleblower Protec�on Regime. 

 It is illegal for a person to iden�fy a disclosure or disclose informa�on that is likely to lead to the 
 iden�fica�on of the Eligible Whistleblower, outside these exemp�ons. 

 An Eligible Whistleblower may lodge a complaint with MIC about a breach of confiden�ality in 
 accordance with MIC’s Complaints Handling Policy.   An Eligible Whistleblower may also lodge a 
 complaint with a regulator, such as ASIC, APRA or the ATO if their confiden�ality is not protected. 

 Compensa�on/Remedies 

 An Eligible Whistleblower can seek compensa�on and other remedies through the courts if: 
 ●  they suffer loss, damage or injury because of a disclosure; and 
 ●  MIC failed to take reasonable precau�ons and failed to exercise due diligence to prevent 

 Detrimental conduct. 

 Awareness and access 
 MIC will ensure that all its officers and employees have access to this policy through  // Describe how 
 the school will make the policy available e.g. internal intranet//  . 

 MIC will ensure that all its officers and employees are aware of this policy in the following ways: 

 ●  through its induc�on and con�nuous training procedures. 
 ●  the MIC Employee Handbook includes reference to this policy. 
 ●  access to the shared Staff Folder Team Drive 
 ●  A day in Mid Year Faculty week will be set aside for SALT module training and be updated on 

 any policy changes 

 Version  Date  Author  Detail of 
 Amendments 

 Approved By 

 0.01  09.04.24  Cora King  Cross reference with 
 ISQ template and 
 original policy 

 Board 23.09.24 
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